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Overview

Windows offers some powerful tools to help the student understand what is happening behind the scenes with processes launched during and after startup, as well as events that might indicate a problem with software, hardware, or security, and performance. By knowing how and when to use these tools, the student can quickly zero in on a Windows problem or a performance block. Initially, the student will learn how to use the tools. Later in the chapter, the student will see how these tools can help when following the step-by-step strategy to optimize Windows.

Tools covered in this part of the chapter include Task Manager, System Configuration Utility (commonly called MSconfig), Services console, Computer Management console, Microsoft Management Console (MMC), Event Viewer, Reliability and Performance Monitor, and the Registry Editor.

Chapter Objectives

After reading this chapter and completing the exercises, the student will learn:

· About Windows utilities and tools you can use to solve problems with Windows

· How to optimize Windows to improve performance

Teaching Tips

Windows Utilities and Tools to Support the OS

1. Introduce and discuss the Windows tools covered in this chapter.

Task Manager

1. Introduce and discuss Task Manager.

2. Describe several ways you can access Task Manager.

3. Note the difference between the Vista Task Manager tabs and the XP Task Manager tabs.

4. Using Figure 14-1, discuss the Applications tab.

5. Using Figure 14-2 through Figure 14-6, discuss the Processes tab.

6. Using Figure 14-7, discuss the Services tab.

7. Using Figure 14-8, discuss the Performance tab.

8. Using Figure 14-9, discuss the Networking tab.

9. Using Figure 14-10, discuss the Users tab.

Quick Quiz 1

1. To end a process within task manager, click ____________________.

A. Shut Down

B. Quit Process

C. Stop Process

D. End Process

Answer: D

2. The ____________________ program allows a user to view the applications and processes running on a computer, as well as information about process and memory performance, network activity, and user activity.

Answer: Taskmgr.exe

3. Within Task Manager, the __________ tab provides details about how a program uses system resources.

Answer: Performance

4. True or False: The Windows XP Task Manager includes the Services tab.

Answer: False

5. True or False: To improve Windows performance, a PC technician can log off a user.

Answer: True

	Teaching 

Tip
	More information on Task Manager may be found at: http://windows.microsoft.com/en-US/windows-vista/Understanding-process-information-in-Task-Manager



System Configuration Utility (MSconfig)

1. Introduce and discuss the Msconfig.exe utility.

2. Note that MSconfig is included with Windows Vista/XP, but not with Windows 2000.

3. Emphasize that a change made using MSconfig is a temporary fix.

4. Review the steps to learn how to use MSconfig.

a. Use Figure 14-14 to illustrate a list of all services launched at startup.

b. Explain how to view only services put there by third-party software.

c. Use Figure 14-15 to illustrate a list of programs that launch at startup.

d. Explain why the Startup tab may be useful when trying to understand how a program is launched at startup.

e. Use Figure 14-16 to illustrate how MSconfig may be set to control Windows startup programs.

f. Use Figure 14-17 to illustrate the bubble window indicating Windows has blocked some startup programs.

Services Console

1. Introduce and discuss the Services console.

2. Explain how to launch the Services console.

3. Using Figure 14-18, explain the startup types for a service.

4. Explain how to obtain more information about a service and how to stop or start a service.

a. Use Figure 14-19 to describe the service properties box.

5. Point out that a PC technician may clean up a windows system by disabling or uninstalling unwanted services.

Computer Management

1. Introduce and discuss Computer Management (Compmgmt.msc).

2. Describe ways to access Computer Management.

3. Use Figure 14-20 to illustrate the Computer Management window.

4. Use Figure 14-21 to illustrate how to use the Taskbar and Start Menu Properties window to change items on the Start menu.

Microsoft Management Console (MMC)

1. Introduce and discuss the MMC.

2. Define a console.

3. Define a snap-in.

4. Explain how a console is saved.

5. Review the steps for Windows to create a console.

a. Use Figure 14-22 to illustrate an empty console window.

b. Use Figure 14-23 to illustrate the Add or Remove Snap-ins box.

c. Use Figure 14-24 to illustrate how to save a console with two snap-ins.

d. Point out the default location for the console file.

	Teaching 

Tip
	More information on Microsoft Management Console 3.0 may be found at: http://technet.microsoft.com/en-us/library/cc709659.aspx



	Teaching 

Tip
	More information on Microsoft Management Console: snap-ins may be found at: 

http://windows.microsoft.com/en-US/windows-vista/Microsoft-Management-Console-snap-ins 
 


Event Viewer

1. Introduce and discuss the Event Viewer (Eventvwr.msc).

2. Describe significant items the Event Viewer logs display.

3. Mention that Event Viewer is also a Computer Management console snap-in.

4. Describe how to open the Event Viewer.

a. Use Figure 14-25 to illustrate the Event Viewer window for a Windows Vista system.

b. Use Figure 14-26 to illustrate the Event Viewer window for a Windows XP system.

5. Point out that the logs Event Viewer keeps partly depend on the edition of Windows being used.

6. Explain how to manipulate the view of Event Viewer windows: filtering, sorting, and accessing subcategories of logs.

7. Describe the three most important log reviews.

a. Review the Application log.

b. Review the Security log.

c. Review the System log.

8. Discuss the logs that are new to Windows Vista.

9. Emphasize that unless a student is trying to solve a problem with security, the most important event log for other problems is the System log.

10. Describe the three types of events recorded in the System log: Information, Warning, and Error.

11. Explain how to view a log within Event Viewer.

a. Use Figure 14-27 to illustrate how a conflicting IP address triggers an error event.

12. Explain why Event Viewer should be the first source of information about the nature of a problem. This is specifically true when a student is trying to solve a Windows hardware, application, or security problem.
13. Describe how to filter events to save time.

a. Use Figure 14-28 to illustrate available criteria for filtering events in Event Viewer.

14. Explain how to avoid a ballooning log file by setting a size limit and specifying what happens when the log reaches this limit.

a. Use Figure 14-29 to illustrate how to view information about a log, including maximum size of the log file in the Log Properties box.

15. Discuss troubleshooting activities that can be enhanced with the Event viewer.

· Viewing login attempts.
· Resolving intermittent network problems.
· Solving intermittent hardware problems.
Reliability and Performance Monitor

1. Introduce and discuss the Reliability and Performance Monitor (Perfmon.msc).

2. Describe how to start the Reliability and Performance Monitor.

3. Use Figure 14-30 to illustrate the monitor in Windows Vista.

4. Use Figure 14-31 to illustrate the monitor in Windows XP.

5. Use Figure 14-32 to illustrate a real-time view of Windows performance counters.

6. Use Figure 14-33 to illustrate a history of the system, which can help identify stability problems of Windows.
7. Use Figure 14-34 to illustrate how to collect data from a Data Collector Set for analysis.

8. Use Figure 14-35 to illustrate system diagnostics data as a report.

The Registry Editor

1. Define the term registry.

2. Define and explain the registry and how it is organized.

3. Explain how Windows builds the registry.

4. Use Figure 14-36 to illustrate the treelike structure of the registry after it is built.

5. Use Figure 14-37 to illustrate the relationship between registry keys and hives.

6. Describe the five registry keys.

7. Emphasize that there is no undo feature in the Registry Editor.
8. Describe ways to back up the registry:

a. Use System Protection to create a restore point (Chapter 13).
b. Back up a single registry key just before a user edits the key.
c. Make an extra copy of the C:\Windows\System32\config folder.
d. For Windows XP, back up the system state.
9. Note that extra registry backups are always a good thing.

10. Explain how to back up and restore individual keys in the Registry.

a. Use Figure 14-38 to illustrate the Registry Editor with five main keys and subkeys listed.

b. Use Figure 14-39 to illustrate how a student can back up a key and its subkeys with the Export command in Windows Registry Editor. 

11. Describe how to edit the registry.

a. Introduce and explain Registry editor (regedit.exe).

	Teaching 

Tip
	More information on the registry may be found at: http://support.microsoft.com/kb/322756 and http://support.microsoft.com/kb/322756 




Quick Quiz 2

1. True or False: MSconfig is a temporary fix to disable a program or service at startup.

Answer: True

2. To launch the Services console, type ____________________ in the Vista Start Search box.
A. services
B. services.pgm
C. services.msc

D. servicescon.exe

Answer: C

3. True or False: A snap-in is a single window that contains one or more administrative tools, such as Device Manager or Disk Management.

Answer: False

4. True or False: Windows Reliability and Performance Monitor collects, records, and displays events.

Answer: True

5. The ____________________ is a database designed with a hierarchical database that contains configuration information for Windows, users, software applications, and installed hardware devices.

Answer: registry

6. The most important registry key containing hardware, software, and security data is ____________________.

A. HKEY_CURRENT_CONFIG (HKCC)

B. HKEY_LOCAL_MACHINE (HKLM)

C. HKEY_CLASSES_ROOT (HKCR)

D. HKEY_CURRENT_USER (HKCU)

Answer: B

Improving Windows Performance

1. Introduce the step-by-step procedures to search for problems affecting performance.

2. Review the assumptions upon which these steps are based.

Step 1: Perform Routine Maintenance

1. Review the routine maintenance tasks discussed in Chapter 13.

Step 2: Check If the Hardware Can Support the OS

1. Introduce three tools to verify hardware compatibility requirements.

2. Describe the Windows Experience Index.

3. Explain how to use the Windows Experience Index to compare systems and identify performance bottlenecks in a particular system.

4. Use Figure 14-41 to illustrate the Windows Experience Index being used to get a snapshot of a computer’s performance and to identify potential bottlenecks.

5. Use Figure 14-42 to illustrate the Windows Experience Index for a system reporting no potential bottlenecks.

6. Define and explain the basic score.

7. Introduce and describe the Vista Upgrade Advisor.

8. Explain where to obtain the Vista Upgrade Advisor.

9. Explain where to obtain the Windows XP version of the Upgrade Advisor.

10. Note that information obtained from the Information Utility (msinfo32.exe) may be compared to minimum and recommended requirements for Windows listed in Chapter 12.

11. Use Figure 14-43 to illustrate how to use the Performance Monitor in order to see how well a processor is performing.

Step 3: Check for Performance Warnings

1. Point out that Windows Vista tracks issues interfering with performance.

2. Explain how to see these warnings.

3. Use Figure 14-44 to illustrate warnings and tools to improve Vista performance.

4. Note that when a student clicks an issue, a dialog box appears describing the issue and gives suggestions to resolve it.

5. Use Figure 14-45 to illustrate four dialog boxes.

6. Discuss how to investigate reported issues.

7. Use Figure 14-46 to illustrate the Event Viewer log reporting warning and error events affecting performance.

8. Use Figure 14-47 to illustrate the Windows XP Event Viewer showing events sorted by type. 

9. Note that Windows XP does not offer the Advanced Tools window.

Step 4: Check the Reliability Monitor

1. Note that this steps attempts to determine if Windows performance has always been slow, or if poor performance began sometime after Windows was installed.

2. Review the steps to determine the approximate time the problem started.

3. Use Figure 14-48 to illustrate the Reliability Monitor.

Step 5: Disable the Indexer for Windows Search

1. Describe the Windows indexer.

2. Review the steps to determine if this service is causing a performance problem.

3. Use Figure 14-49 to illustrate an example of indexing in progress.

4. Use Figure 15-50 to illustrate the Services console.

5. Use Figure 14-51 to illustrate the rebuilding of the indexing database.

Step 6: Disable the Vista Aero Interface

1. Explain why the Vista Aero interface might be slowing down the system.

2. Review the steps disable the Aero interface.

3. Use Figure 14-52 to illustrate how to disable Aero Glass to conserve system resources.

Step 7: Disable the Vista Sidebar

1. Review the Vista sidebar.

2. Explain that a PC technician might see a slight improvement in performance if the sidebar is disabled.

3. Review the steps to disable the sidebar.

4. Use Figure 14-53 to illustrate how disabling the Vista sidebar improves performance.

Step 8: Plug Up Any Memory Leaks

1. Define and explain a memory leak.

2. Explain how to check for a memory leak using the Reliability and Performance Monitor.

3. Use Figure 14-54 to illustrate memory allocated to the Vista sidebar program.

4. Explain how to check for a memory leak using the Task Manager.

5. Use Figure 14-55 to illustrate how Task Manager shows memory allocated for an application.

6. Mention that to solve the problem of a program with a memory leak, the student should try to get an update or patch from the program manufacturer’s Web site.

Step 9: Consider Disabling the Vista UAC Box

1. Emphasize that disabling the UAC is not recommended and explain why.

2. Review the steps to disable the UAC.

3. Use Figure 14-56 to illustrate how to control the UAC box. 

Step 10: Consider Using Vista ReadyBoost

1. Introduce and describe Vista ReadyBoost.

2. Explain how Vista determines if a flash device qualifies for ReadyBoost.

3. Use Figure 14-57 to illustrate how to use the System Information window to find the brand and model of a hard drive.

4. Use Figure 14-58 to illustrate how to offer a device to ReadyBoost manually.

5. Describe the best flash devices to use for ReadyBoost.

	Teaching 

Tip
	More information on ReadyBoost may be found at: http://www.microsoft.com/whdc/system/sysperf/perfaccel.mspx 
 


Step 11: Clean Windows Startup

1. Explain how to dig deeper into startup cleaning with Safe Mode and MSconfig.

2. Describe how to observe performance in safe mode.

3. Explain how to enter safe mode.

4. Use Figure 14-59 to illustrate the Windows Advanced Boot Options menu that allows a user to launch Safe Mode.

5. Describe how to use MSconfig to find a startup program affecting performance.

6. Explain the half-again search method.

7. Use Figure 14-60 to illustrate the process of using MSconfig to find the program(s) causing problem.

8. Review the steps using MSconfig to identify one or more programs as the source of the problem.

9. Use Figure 14-61 to illustrate the System Configuration Utility (MSconfig) to temporarily disable services.

10. Review temporary fixes to disable or uninstall background processes and startup programs.

11. Explain how to permanently manage a service.

12. Emphasize that when investigating a service, the student should try to use a good search engine on the Web to search for the name of the service, or the name of the program file that launches the service.

13. Note that if a student is not sure they want to keep a certain service, use MSconfig to temporarily disable it at the next boot.

14. Introduce and describe how to disable or uninstall background processes and startup programs.

15. Introduce and describe how to check for unwanted scheduled tasks.

a. Describe Task Scheduler.

b. Use Figure 14-62 to illustrate how the Tasks folder can contain tasks that launch at startup.

c. Explain how to view a list of scheduled tasks.

d. Use Figure 14-63 to illustrate the Task Scheduler window.

e. Explain how to see details about a task.

f. Describe features of task manager.

g. Note that tasks can be hidden.

h. Mention that a student should check the Task Scheduler window after he or she has run antivirus software and disabled or uninstalled all startup programs not needed.

i. Emphasize that if a student decides that he or she does not want a task, rather than deleting it, select the task and click Disable in the Actions pane.

	Teaching 

Tip
	More information on the MSconfig utility may be found at: http://en.wikipedia.org/wiki/MSConfig 
 


How to Manually Remove Software

1. Explain that the focus of this section is removing programs that refuse to uninstall or give errors when uninstalling. 

2. Explain why manual uninstall is a last resort effort.

3. Explain how to locate a program’s uninstall routine and execute it.

a. Use Figure 14-64 to illustrate that most applications have an uninstall utility. 

4. Describe how to manually delete program files.

a. Use Figure 14-65 to illustrate how program files are usually stored in the C:\Program Files folder.

5. Review steps to delete registry entries for a program, which cause it to be listed as installed software in the Vista Programs and Features window or XP Add or Remove Programs window of Control Panel.

a. Use Figure 14-66 to illustrate how to select a subkey under the Uninstall key to display its values and data in the right pane.

b. Use Figure 14-67 to illustrate how to delete the registry key that lists the software as installed.

c. Using Figure 14-68, describe how to remove a program from the All Programs menu.

d. Use Figure 14-69 to illustrate a startup error indicating an entry to launch a program has not been removed.

e. Use Figure 14-70 to illustrate how to correct this orphaned entry point. 

f. Use Figure 14-71 to illustrate how to delete the registry key left by uninstalled software after a backup has been performed.

6. Introduce the many registry keys that affect startup and logon events.

Monitor the Startup Process

1. Explain why it is good practice to keep the startup process clean.

2. Discuss the use of third-party tools to accomplish this task.

3. Introduce and describe WinPatrol.

4. Use Figure 14-72 to illustrate how WinPatrol gives an alert when it detects the startup process is about to be altered. 
	Teaching 

Tip
	More information on WinPatrol may be found at: http://www.winpatrol.com 
 


Quick Quiz 3

1. ____________________, under Windows Vista, is a summary index designed to measure the overall performance of a system.

A. Reliability and Performance Monitor

B. System Information Utility

C. Vista Upgrade Advisor

D. Windows Experience Index

Answer: D

2. To make sure all hardware or software installed on the system is compatible with Windows Vista, use the ____________________.

A. Reliability and Performance Monitor

B. System Information Utility

C. Vista Upgrade Advisor

D. Windows Experience Index

Answer: C

3. Windows Vista ____________________ uses a flash drive or secure digital (SD) memory card to boost hard drive performance.

Answer: ReadyBoost
4. True or False: To boot the system in Safe Mode; press F6 while Windows is loading.
Answer: False

5. True or False: The Services console may be used to permanently remove startup entries from startup.

Answer: True

Class Discussion Topics

1. Discuss the various ways to disable Windows startup items. Discuss example scenarios where one method may be better to use over another and justify why.

2. A PC technician accidently disabled a critical windows program in the Task manager services tab, preventing the Windows computer from rebooting successfully. Discuss troubleshooting steps that could be taken to recover from the human error, providing assumptions as necessary to cover various situations.
Additional Projects

1. Each student should research third party software capable of managing Windows startup programs. The student should select three products and write a report summarizing product characteristics.

2. Each student should gain access to a Windows Vista computer and run the Windows Experience Index utility. Using the utility report, the student should write a short executive memo explaining the results and suggesting changes (if any) to the computer hardware or software in order to improve the score. All items should be justified.

3. Each student gain access to the Upgrade Advisor utility and run the software on an appropriate computer. Using the utility report, the student should write a short executive memo explaining the results and suggesting changes (if any) to the computer hardware or software in order to prepare for an upgrade. All items should be justified.

Additional Resources

1. PC World Video: How to Improve Windows Vista's Performance: 

http://www.pcworld.com/article/157312/how_to_improve_windows_vistas_performance.html 

2. Windows Vista Technical Library Roadmap:

http://technet.microsoft.com/en-us/library/cc722015(WS.10).aspx 

3. Optimize Windows Vista for better performance:

http://windows.microsoft.com/en-us/windows-vista/Optimize-Windows-Vista-for-better-performance
4. Windows XP Maintenance tasks that improve performance:

http://www.microsoft.com/windowsxp/using/setup/maintain/improveperf.mspx 

5. Windows 7 Upgrade Advisor Beta (Windows7UpgradeAdvisor.msi)

http://www.microsoft.com/downloads/details.aspx?displaylang=en&FamilyID=1b544e90-7659-4bd9-9e51-2497c146af15 

Key Terms

· Computer Management (Compmgmt.msc): A window that consolidates several Windows administrative tools that you can use to manage the local PC or other computers on the network.

· console: A single window that contains one or more administrative tools such as Device Manager or Disk Management.

· Data Collector Sets: Events that help track the performance and reliability of Windows.

· Event Viewer (Eventvwr.msc): A Windows tool useful for troubleshooting problems with Windows, applications, and hardware.
· HKEY_CLASSES_ROOT (HKCR): Registry key that stores information that determines which application is opened when the user double-clicks a file.

· HKEY_CURRENT_CONFIG (HKCC): Registry key that contains Plug and Play information about the hardware configuration that is used by the computer at startup.

· HKEY_CURRENT_USER (HKCU): Registry key that contains data about the current user. The key is built when a user logs on using data kept in the HKEY_USERS key and data kept in the Ntuser.dat file of the current user. 

· HKEY_LOCAL_MACHINE (HKLM): Registry key that is the most important key and contains hardware, software, and security data. The data is taken from four hives: the SAM hive, the Security hive, the Software hive, and the System hive. In addition, the HARDWARE subkey of HKLM is built when the registry is first loaded, based on data collected about the current hardware configuration.

· HKEY_USERS (HKU): Registry key that contains data about all users and is taken from the Default hive. 

· Microsoft Management Console (MMC): Used to build your own custom consoles from available snap-ins.

· Perfmon.msc:  MMC snap-in that collects, records, and displays events.

· ReadyBoost: Uses a flash drive or secure digital (SD) memory card to boost hard drive performance.

· registry: a database designed with a treelike structure (called a hierarchical database) that contains configuration information for Windows, users, software applications, and installed hardware devices.

· Registry Editor (Regedit.exe): Is used to edit the register in real time. There is no way to undo changes you make to the registry. Therefore, you should always make a backup before editing it.

· Reliability and Performance Monitor: Useful tool to determine the source of a performance drain on the system. 

· snap-ins: Individual tools within a console.

· System Configuration Utility (Msconfig.exe): Used to find out what processes are launched at startup and to temporarily disable a process from loading.

· Task Manager (Taskmgr.exe): Allows you view the applications and processes running on your computer as well as information about process and memory performance, network activity, and user activity.

· Task Scheduler: A nap-in that that can be set to launch a task or program at a future time, including at startup.

· Vista Upgrade Advisor: A program that can be run to make sure that all hardware or software installed on the system is compatible with Windows Vista.

· Windows Experience Index: A summary index designed to measure the overall performance of a system.
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